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The EU Blue Card Network and the GDPR 

Today a new European regulation comes into effect: The General Data Protection Regulation (GDPR). 

This regulation is designed to increase protection of people with regards to their personal data. The key 

items in this regulation are: 

 expanding the options of people to control their personal data; 

 making sure personal data is well-protected; 

 requiring organisations to be transparent about their handling of your personal data. 

The EU Blue Card Network complies in full with the GDPR and even has appointed a Data Protection officer 

(DPO) 

The EU Blue Card Network respects your privacy completely and has always done so from its inception. 

Any information in your profile is shared only with screened European-based companies that we granted 

access to our Network. These companies are allowed only to view your profile, not save any data locally for 

any use, except when they decide to reach out to you. These companies are not allowed to share any 

personal identifiable information with any other company or entity. 

You have full control over your personal data. If you want to delete it, an email sent from the same address 

as your login email is sufficient.  

The personal data you entered in your profile is all the data we have of you. What we have in addition to 

that is your IP-address, but this is deleted five days after signing-up. We do not monitor your online 

behaviour. 

Any financial data related to a person, such as credit card number is not visible to, handled or stored by the 

EU Blue Card Network. 

We focus solely on connecting you to European employers in order to secure the EU Blue Card.  

Thank you for your continued trust and allowing us to serve you, 

 

EU Blue Card Network 


